
Program Book
Community Service Project

On

“CYBER CRIMES ”

                                       AP STATE COUNCIL OF HIGHER EDUCATION



Program Book

for
Community Service project on

                         “CYBER CRIMES”

NAME OF THE STUDENTS--:

1. A.J.V.S.NARAYANA (21A81A0467)

2. A.H.S.V.S.VAMSI       (21A81A0470)

3. B.V.S.MOUNIKA(21A81A0472)

4. B.B.SANARAM(21A81A0473)

5. G.S.SUPRIYANKA(21A81A0484)

6. K.C.VAIBHAV REDDY (21A81A0486)

7. K.D.S.KUMARI(21A81A0491)

8. M.VARSHINI(21A81A0499)

9. N.MADHU SATYA SAI (21A81A04A4)

10. P.K.V.V.S.L.PRADEEP(21A81A04A8)

11. P.M.PRAVALLIKA(21A81A04B0)

12. S.S.CHANDRIKA(21A81A04B8)

13. SK.AYESHA(21A81A04C3)

14. V.PUJITHA SAI(21A81A04C8)

NAME OF THE COLLEGE: Sri Vasavi Engineering college,Tadepalligudem

PERIOD OF CSP: From October to November

NAME & ADDRESS OF THE COMMUNITY:

 Gollagudem center ,Tadepalligudem Mandal, West Godavari district

 Housing Board colony, Tadepalligudem Mandal, West Godavari district



Instructions to Students for Community Service Project

Please read the detailed Guidelines on Community Service Project hosted on 
the website of AP State Council of Higher Education https://apsche.ap.gov.in

Link: https://apsche.ap.gov.in/Pdf/Guidelines%20for%20the%20OJT
%20Internship  
%20Community%20Service%20Project.pdf  

1. It  is  mandatory  for  all  the  students  to  complete  2  months  (180  hours)  of

Community Service Project as a part of the 10 month mandatory internship/on

the job training.

2. Consider yourself as a committed volunteer in the community, you work with.

3. Every student should identify the village/community/habitation for Community

Service  Project  (CSP)  in  consultation  with  the  College  Principal/theauthorized

person nominated by the Principal.

4. Report to the community/habitation as per the schedule given by the College.

You  must  make  your  own  arrangements  of  transportation  to  reach  the

community/habitation.

5. You will be assigned with a Faculty Guide from your College. He/She will be

creating a WhatsApp group with your fellow volunteers. Post your daily activity

done and/or any difficulty you encounter during the programme.

6. You  should  maintain  punctuality  in  attending  the  CSP. Daily  attendance  is

compulsory.

7. You are expected to learn about the community/habitation and their problems.

8. Know the leaders and the officials of the community/habitation.

9. While in project, always wear your College Identity Card.

10. If your College has a prescribed dress as uniform, wear the uniform daily.

11. Identify at least five learning objectives in consultation with your Faculty 

Guide. These learning objectives can address:

 Information about the community, including the realities and problems of 

the society.

 Need for creating awareness on socially relevant aspects/programs.

 Acquiring specific Life Skills.

 Learning areas of application of knowledge and technologies related to your 

discipline.

 Identifying developmental needs of the community/habitation.

https://apsche.ap.gov.in/
https://apsche.ap.gov.in/Pdf/Guidelines%20for%20the%20OJT%20Internship%20Community%20Service%20Project.pdf
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12. Practice  professional  communication  skills  with  team  members,  and  with  the

leaders  and  officials  of  the  community.  This  includes  expressing  thoughts  and

ideas  effectively  through  oral,  written,  and  non-verbal  communication,  and

utilizing listening skills.

13. Be regular in filling up your Program Book. It shall be filled up in your

own handwriting. Add additional sheets wherever necessary.

14. At the end of Community Service Project, you shall be evaluated by the person

in-charge of the community/habitation to whom you report to.

15. There shall also be evaluation at the end of the community service by the

Faculty Guide and the Principal.

16. Do not indulge in any political activities.

17. Ensure that you do not cause any disturbance to the inhabitants or

households during your interaction or collection of data.

18. Be cordial  but not too intimate with the persons you come across during your

service activities.

19. You should understand that during this activity, you are the ambassador of your

College, and your behavior during the community service programme is of

utmost importance.

20. If you are involved in any discipline related issues, you will be withdrawn from

the programme immediately and disciplinary action shall be initiated.

21. Do not forget to keep up your family pride and prestige of your College.

22. Remember that you are rendering valuable service to the society and your role

in the community development will become part of the history of the community.





We the students of BTech Prodram.of ECE Department Sri Vasavi 

cgneering College do hereby declare that We had completed the 
mandatory community service Proiect from October to November at 

Golagudem Centre, Tadepalligudem Mandal under the Faculty Guideship of 
Mr).Rajendra, Asst.Professor Department of ECE �Sri Vasavi Engineering 

College. 
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Community service is an important aspect of giving back to the community 

and helping to make a positive impact on the people and neighbourhoods 

around us. One area where community service can make a particularly 

meaningful difference is in the realm of cybercrime and awareness. 

Cybercrime refers to any criminal activity that involves the use of the 

internet or other digital communication technologies. This can include 

things like hacking, identity theft, online fraud, and other forms of online 

harassment or abuse. These crimes can have serious consequences for 

individuals and communities, both online and off. 

However, despite the prevalence of cybercrime, many people are still 

unaware of the risks and how to protect themselves online. This is where 

community service projects focused on cybercrime awareness can be 

especially valuable. By educating members of the community about the 

dangers of cybercrime and how to stay safe online, we can help to prevent 

these crimes from occurring in the first place.  

 



There are many different ways to get involved in a community service 

project focused on cybercrime awareness. Some ideas might include: 

 Hosting a workshop or seminar on cybercrime prevention and safety 

 Participating in a community-wide campaign to raise awareness 

about cybercrime risks 

 Providing resources and support for individuals who have been 

victims of cybercrime 

 Partnering with local law enforcement or other community 

organizations to promote cybercrime awareness 

No matter what approach you take, the key is to reach as many members of 

the community as possible and to provide them with the knowledge and 

tools they need to stay safe online. By working together, we can help to 

create a safer and more secure online environment for everyone.  

 

                

There are several different types of cybercrimes, including: 

 

 Identity theft: This involves stealing someone's personal information, 

such as their name, address, and financial details, in order to commit 

fraud or steal money. 

 Phishing: This involves sending fake emails or creating fake websites 

in an attempt to trick people into giving away sensitive information 

or infecting their computer with malware. 

 Hacking: This involves accessing someone's computer or network 

without their permission in order to steal information or disrupt 

their operations. 

 Malware: This refers to software that is designed to damage or 

disrupt computer systems. Examples include viruses, worms, and 

Trojan horses. 

 Cyberstalking: This involves using the internet to harass or threaten 

someone. 

 Distribution of illegal content: This includes activities such as 

distributing child pornography or sharing copyrighted material 

without permission. 



 

At the beginning of the 1970s, criminals regularly committed crimes via 

telephone lines. The perpetrators were called Phreakers and discovered 

that the telephone system in America functioned on the basis of certain 

tones. They were going to imitate these tones to make free calls. 

John Draper was a well-known Phreaker who worked on it daily; he toured 

America in his van and made use of public telephone systems to make free 

calls. Steve Jobs and Steve Wozniak were inspired by this man, and even 

joined him. Of course they all ended up on the right path: Steve Jobs and 

Wozniak founded Apple, the well-known computer company. 

Hacking in the 80’s 
 

Actually, there was no real cybercrime until the 1980s. One person hacked 

another person’s computer to find, copy or manipulate personal data and 

information. The first person to be found guilty of cybercrime was Ian 

Murphy, also known as Captain Zap, and that happened in the year 1981. 

He had hacked the American telephone company to manipulate its internal 

clock, so that users could still make free calls at peak times. 

Hackers, however, proceeded in different ways over time. Although 

telephone companies were the very first target, banks, web shops and even 

private individuals quickly followed suit. Nowadays, online banking is very 

popular, and that also carries a big risk. For example, hackers can copy log-

in codes and names, or retrieve passwords from credit cards and bank 

accounts. The result is that one can just empty accounts or make purchases 

online with someone else’s account! 

https://goosevpn.com/blog/best-vpn-service-apple
https://goosevpn.com/blog/vpn-encryption
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Although most hackers aim to steal money from others, there is a clear 

distinction between different types of hackers. An overview is important to 

have a clearer picture: 

1. Hackers who want to steal money 
2. Hackers who want to make a public message . This happens, for 

example, by hacking a bank, only to prove that there are errors and 
leaks in the security system of that bank. 

3. Hackers who are hacking and infiltrating systems for fun. 

 

 

 



 

Notable incidents 

 One of the highest-profile banking computer crimes occurred over a 
course of three years beginning in 1970. The chief teller at the Park 
Avenue branch of New York's Union Dime Savings Bank embezzled over 
$1.5 million from hundreds of accounts. 

 A hacking group called MOD (Masters of Deception) allegedly stole 
passwords and technical data from Pacific Bell, Nynex, and other 
telephone companies as well as several big credit agencies and two 
major universities. The damage caused was extensive; one 
company, South sswestern Bell, suffered losses of $370,000 alone. 

 In 1983, a 19-year-old UCLA student used his PC to break into a Defense 
Department International Communications system. 

 Between 1995 and 1998, the Newscorp satellite pay-to-view 
encrypted SKY-TV service was hacked several times during an ongoing 
technological arms race between a pan-European hacking group and 
Newscorp. The original motivation of the hackers was to watch Star 
Trek reruns in Germany, which was something which Newscorp did not 
have the copyright to allow. 

 On 26 March 1999, the Melissa worm infected a document on a victim's 
computer, then automatically sent that document and a copy of the 
virus spread via e-mail to other people. 

 In February 2000, an individual going by the alias of MafiaBoy began a 
series denial-of-service attacks against high-profile websites, 
including Yahoo!, Dell, Inc., E*TRADE, eBay, and CNN. About 50 
computers at Stanford University, and also computers at the University 
of California at Santa Barbara, were amongst the zombie 
computers sending pings in DDoS attacks. On 3 August 2000, Canadian 
federal prosecutors charged MafiaBoy with 54 counts of illegal access to 
computers, plus a total of ten counts of mischief to data for his attacks. 

 The Stuxnet worm corrupted SCADA microprocessors, particularly of 
the types used in Siemens centrifuge controllers. 

 The Flame malware mainly targeted Iranian officials in an attempt to 
obtain sensitive information.  

 The Russian Business Network (RBN) was registered as an internet site 
in 2006. Initially, much of its activity was legitimate. But apparently, the 
founders soon discovered that it was more profitable to host illegitimate 
activities and started hiring its services to criminals. The RBN has been 
described by VeriSign as "the baddest of the bad". It offers web hosting 
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services and internet access to all kinds of criminal and objectionable 
activities, with individual activities earning up to $150 million in one 
year. It specialized in, and in some cases monopolized, personal identity 
theft for resale. It is the originator of MPack and an alleged operator of 
the now-defunct Storm botnet. 

 On 2 March 2010, Spanish investigators arrested three men suspected 
of infecting over 13 million computers around the world. The "botnet" 
of infected computers included PCs inside more than half of the Fortune 
1000 companies and more than 40 major banks, according to 
investigators.] 

 In August 2010, the international investigation Operation Delego, 
operating under the aegis of the Department of Homeland Security, shut 
down the international pedophile ring Dreamboard. The website had 
approximately 600 members and may have distributed up to 
123 terabytes of child pornography (roughly equivalent to 16,000 
DVDs). To date this is the single largest U.S. prosecution of an 
international child pornography ring; 52 arrests were made worldwide. 

 In January 2012, Zappos.com experienced a security breach 
compromising the credit card numbers, personal information, and 
billing and shipping addresses of as many as 24 million customers.  

 In June 2012, LinkedIn and eHarmony were attacked, compromising 65 
million password hashes. 30,000 passwords were cracked and 1.5 
million EHarmony passwords were posted online.  
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 Educate community members about the different types of cyber 

crimes and how to protect themselves from them. This could include 

topics such as phishing scams, ransomware attacks, and identity 

theft. 

 Provide resources and support to community members who have 

been victims of cyber crimes, such as assistance with recovering 

compromised accounts or helping to repair damage caused by a 

ransomware attack. 

 Work with local law enforcement to help raise awareness about 

cyber crimes and to develop strategies for preventing and combating 

them. 

 Partner with local schools or community organizations to provide 

educational programs and workshops on cyber security and online 

safety. 

 Advocate for policies and legislation that support cyber security and 

protect individuals from cyber crimes. 

 Collaborate with other community service organizations to develop 

coordinated efforts to address cyber crimes in the community. 

 Establish a system for community members to report cyber crimes 

and provide support to those who have experienced them 

 

 

 

 

 

 

 



 

After collecting the data, the questionnaires are scrutinized and edited. The 

data is entered into the computer through tabulated forms by tally marks. 

Cross classified table were prepared based on different characteristics of 

the population The following statistical techniques are adopted.  

 Frequency tables 

  Bar and pie diagrams 

In all statistics surveys, the data collected on qualitative or 

quantitative characters may be suitable to draw a inference. It is essential 

to summarize the raw data into a frequency table for presentation. Thus, a 

frequency distribution is a table that organizes data into classes i.e., into a 

group values describing one characteristic of the data. To obtain any 

reliable information, it Is necessary to classify the observations and their 

resulting distributions. A frequency distribution prefers to data classified 

on the basis of the variable .The term "variable" refers to the characteristics 

that vary in magnitude in a frequency distributions. The observations made 

on a variable are of two types: discrete and continuous. A discrete variable 

is that which can take only discrete values and there is a definite gap 

between two values, qualitative data individual has one measurement from 

continuous range. Thus, continuous variable can take any numerical value 

with in a certain range. 

  BAR DIAGRAM : 
 Bar diagrams are commonly used to represent the statistical data. They are 

also known as one-dimensional diagrams because the length of the items, 

the line diagram can be drawn instead of bars. The following point should 

be taken into consideration while constructing a bar diagram. 

  They may be the shape if horizontal bars.  

 The width of the bars should be uniform throughout the diagrams.  

 The gap between one and other bar should be uniform throughout. 



PIE DIAGRAM :  

This is another way of representing discrete data of qualitative characters 

such as blood groups, age group, total expenditure and total area under 

cultivation for different crops etc.. In situations where different 

components or frequencies are to be shown by means of sectors of a circle, 

the angles of the sectors are proportional to the respect measurements of 

the different components and such a diagram is called a pie diagram.

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 



 

 

 

 

 

 

 

 

 

 

                          

 

 



                                     GENDER  

 

 

 

 

 

In our sample survey out of 50 samples 21 are males and remaining 29 are 

females. 

 

  

42%

58%

MALE

FEMALE

  MALE       FEMALE      TOTAL 

    21            29           50  



                                      AGE 

 

 <18  18 - 30  30 - 45    >  45 TOTAL 

    4     12      26       8     50 

  

 

 

 

In our sample survey highest age group are 26 members and they are of 

30-45years and second highest age group is 12 members that is 18-30 

years. 

8%

24%

52%

16%

AGE

<18

18-30

30-45

>45



                    ONLINE TRANSACTIONS 

 

 

 

 

In your Sample survey we asked them if they use online banking or not? 

The response is captured as 70% of they use online banking and rest 30% 

dosent use online banking . 

 

 

  

70, 70%

30, 30%

ONLINE BANKING

YES

NO



               DAILY ONLINE TRANSACTIONS 

 

 

 

 

 

 

 

 

 

In a sample survey of 50 people, then highest transaction lies in 

between 500-1000 rupees with 19 persons and second highest transaction 

is >15. 

8%

15%

72%

5%

NO OF PERSONS USING ONLINE        
TRANSACTIONS

0-100

100-500

500-1000

>1000

 

AMOUNT 

 

0-100 

 

100-500  

 

500-1000 

 

>1000 

NO.OF  

PERSONS 

2 4 19 10 



              AWARNESS ON CYBERCRIMES  

 

 

 

 

     

 

 

In a sample survey of 50 people, we asked them whether they are 

aware of cybercrimes or not. The response is as follows , majority of them 

responded that they don’t aware of cyber crimes (90%) and minority of 

people(10%) are aware of cyber crimes  

 

 

 

 

 

10

90

YES

NO



 

 

 

 

 

 

1%

99%

Whether they are aware of cyber crime 
number

yes

no

0%

100%

Victim of cybrer crime or not

yes

no





































































































































































 



 





  



 

  



 

 


























































	Hacking in the 80’s

